
 

 

WHITELISTING CLOUD SITES IP ADDRESSES FOR 

THIRD-PARTY APPLICATIONS 
 

When you are using the Cloud Sites platform, a third-party vendor might require 

an outbound IP address in order to add your domain to their safe list. Because 

sites do not get a dedicated IP address by default, you must provide the vendor 

with a list of potential outbound IP addresses. 

 

The outbound IP addresses you provide depend on the datacenter where your 

site data is stored. To determine which data center your site is in, view the test 

URL for your site in your Cloud Sites control panel (see Locating and Using Your 

Test Link in Cloud Sites for specific instructions). 

 

Your test link will look like this (the datacenter designation is shown in bold): 

 

PHX 1-1: www.example.com.php56-1.phx1-1.websitetestlink.com 

PHX 1-2: www.example.com.php56-1.phx1-2.websitetestlink.com 

LAN 3-1: www.example.com.php56-1.lan3-1.websitetestlink.com 

Now that you know where your site information is stored, use the following 

outbound IP addresses that correspond to the data center. 

 

PHX 1-1 outbound IP addresses 

207.246.240.96/28 (207.246.240.96 - 207.246.240.111) 

 

PHX 1-2 outbound IP addresses 

207.246.240.112/28 (207.246.240.112 - 207.246.240.127) 

 

LAN 3-1 outbound IP addresses 

207.246.249.192/28 (207.246.249.192 - 207.246.249.207) 


